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DOCUMENT TECHNOLOGY SOLUTIONS

SMTP Scanning Configuration/Setup Guide

Product: Canon/Ricoh/Samsung
All scan to email capable Multi-Function Printers (MFP)

- NOTE: Please reference the attached manufacturer specific SMTP guides,
included with this support document.

Outline:
What are the basic items to check when setting up email on the MFP? The following outline is
intended to provide basic troubleshooting methods when sending emails fail.

Answer:
Be sure to get the correct email/account information from the end user or IT staff.

To validate the email settings for the copier, check the Outlook or other mail client settings
on a user’s computer (account settings). Alternately you can select the link below and
enter the email address for common mail providers: Mail Lookup Settings

Once the address is entered, the website site will generate a report for the SMTP setup,
based on that email. Two tables will display, Incoming Mail Server and Outgoing Mail
Server settings.

>> Enable/check the following options where applicable on the sending
/device:

IP Address
Subnet Mask

Gateway Address
Primary/Secondary DNS Server
(Address)

DNS Address

SMTP Port # (change to the port number, if using other than port 25)
- Service Mode setting \ service tech required for Canon

SMTP Server (use the IP address of the outgoing SMTP server)


https://ssl.apple.com/support/mail-settings-lookup/

Output Report:

Print the User Data list to determine the IP and other network info of the MFP
Canon iR Legacy: Additional Functions> Report settings> Print List> Network
Canon iR Advance: Settings/Reg> Preferences> Network> Output Report
Ricoh: User Tools/Maint > System Settings > Interface Settings > Print List

Samsung: Machine Setup > Report > System Report > Network Configuration Report

Network Changes:

Has there been a change with your ISP? Please review with network provider or IT staff
Has there been a router upgrade? Please review with network provider or IT staff

Has the mail server been changed or had a password change?
- Please review with network provider/mail admin or IT staff

Has the network cable been unplugged or damaged in any wa)&?.
- Please unplug, inspect/replace and/or plug in cable to nétwork jack and MFP

Tools/Troubleshooting:

Power Cycle:
Turn the device on and off, attempt to send email from copier.
- Reference user manual for this power down procedure based on your model

Telnet: You may be given the DNS name of the smtp server or its ip address.
Telnet to the server from a computer on the customer network to verify that it
offers smtp services. [eg., telnet (space) 10.35.21.45 (space)25] or, [telnet
(space) smtp.verizon.net (space)25].

Outlook Express: Configure the same email settings in Outlook Express then test it to
see if it works. Check to see if authentication (User Name & Password) is required.

POPBeforeSend: Check with the admin to determine if this authentication
method is required. Most devices only require SMTP sending/authentication
and checking this box will cause it to fail.





Top » Settings/Registration » Function Settings » Send » E-Mail/I-Fax Settings » Common Communication Settings for E-Mail/I-Fax

Common Communication Settings for E-Mail/l-Fax

Press --(Settingisegistration).

Press [Function Settings] — [Send] — [E-Mail/l-Fax Settings].

Press [Communication Settings] — set the e-mail server.

The machine supports POP3, and can also function as an SMTP receive senver.

06RH-0A8

NOTE

The machine can only receive |-faxes and communication error notices.

Using the machine as an SMTP receive server:

Using a POP senver to receive communications:

Logging in to a POP server before sending (POP before SMTP):
Logging in to an SMTP server before sending (SMTP Authentication):
Sending without authenticating:

Using the machine as an SMTP receive server:

Press [On] for <SMTP RX> — [Off] for <POP>.
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Press [E-Mail Address].
Enter the e-mail address — press [OK].

Press [Authent./Encryption] — set <Allow SSL (SMTPReceive)> — press [OK].



file://titan/public/MACHINE%20MANUALS/Image%20Runner%20Advanced/iRA%20C5200%20e-manual/frame_htmls/home.html

file://titan/public/MACHINE%20MANUALS/Image%20Runner%20Advanced/iRA%20C5200%20e-manual/contents/1T0001513133.html

file://titan/public/MACHINE%20MANUALS/Image%20Runner%20Advanced/iRA%20C5200%20e-manual/contents/1T0001513220.html

file://titan/public/MACHINE%20MANUALS/Image%20Runner%20Advanced/iRA%20C5200%20e-manual/contents/1T0001513281.html

file://titan/public/MACHINE%20MANUALS/Image%20Runner%20Advanced/iRA%20C5200%20e-manual/contents/1T0001513297.html



) Sett legs/Reglat ration

Vethent cr s Torpption

. PO AT
E&ﬂr dramderd | WGP OF AeTH + R 551 FOFY
S puitrbrsr Beinee Sed o OF [T
= SMTF fatawhrasion {SMTF ALTH) W or = hivw B5L
GMTF dwd)
an o
[
:.r.-':m S
e L
Tt Cpe— bocllil] -1
Corexd x

If you select [Always SSL] for <Allow SSL (SMTPReceiwe)>, only reception of data encrypted using SSL is
allowed, and communications not using SSL from the host are rejected.

If you select [On] for <Allow SSL (SMTPReceive)>, receiving SSL encrypted data may only be allowed when
there is a request from the host.

NOTE

To use the SMTP receiving function, it is necessary to register the host name for the machine to the DNS
senver. (See "TCP/IPv4 Settings" and "TCP/IPv6 Settings.")

Even if you select [On] for <Allow SSL (SMTPReceive)>, the data will not be encrypted if the SMTP host
does not support encryption.

To select [Always SSL] or [On] for <Allow SSL (SMTPReceive)> to allow SSL transmission, it is
necessary to generate a key pair in advance. To generate a key pair, see "Generating a Key Pair and
Sener Certificate" or "Registering a Key Pair File and Server Certificate File Installed from a Computer."

Using a POP server to receive communications:

Press [Off] for <SMTP RX> — [On] for <POP>.
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Press [E-Mail Address].

Enter the e-mail address — press [OK].

Press [POP Server].

Enter the IP address or name for the POP server — press [OK].
Press [POP Login Name].

Enter the POP login name — press [OK].

Press [POP Password].

Enter the POP password — press [OK].

Specify the time interval to automatically check the POP server in <POP Interval>.
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Press [Authent./Encryption] — set <POP AUTH Method>.
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Set <Allow SSL (POP)> — press [OK].
If you want to send encrypted data, set <POP> to 'On".

If you set less than 10 minutes (excluding '0 min') for <POP Interval>, the machine will not enter a complete
Sleep mode.

NOTE

Even if you select [On] for <Allow SSL (POP)>, the data will not be encrypted if the POP server does not
support encryption.

Logging in to a POP server before sending (POP before SMTP):
Press [Off] for <SMTP RX> — [On] for <POP>.
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Press [SMTP Server].

Enter the IP address or name for the SMTP server — press [OK].
Press [E-Mail Address].

Enter the e-mail address — press [OK].

Press [POP Server].

Enter the IP address or name for the POP server — press [OK].
Press [POP Login Name].

Enter the POP login name — press [OK].

Press [POP Password].

Enter the POP password — press [OK].





Specify the time interval to automatically check the POP server in <POP Interval>.

Press [Authent./Encryption] — set <POP AUTH Method>.
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Press [On] for <POP Authentication Before Send> — [Off] for <SMTP Authentication (SMTP AUTH)>.

Set <Allow SSL (POP)> — <Allow SSL (SMTP Send)> — press [OK].
If you want to send encrypted data, set <Allow SSL (POP)> or <Allow SSL (SMTP Send)> to 'On'.

NOTE

Even if you select [On] for <Allow SSL (SMTP Send)>, the data will not be encrypted if the SMTP host
does not support encryption.

Even if you select [On] for <Allow SSL (POP)>, the data will not be encrypted if the POP server does not
support encryption.

Logging in to an SMTP server before sending (SMTP Authentication):
Press [SMTP Server].
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Enter the IP address or name for the SMTP server — press [OK].
Press [E-Mail Address].
Enter the e-mail address — press [OK].

Press [Authent./Encryption] — [Off] for <POP Authentication Before Send>.
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Press [On] for <SMTP Authentication (SMTP AUTH)> — [User Name].

Enter the user name for logging in to the SMTP server — press [OK].

If you are using a Microsoft SMTP sener, enter the user name using the following format: user name@domain
name. For more information, confirm the Microsoft SMTP server settings.

Press [Password].
Enter the password for logging in to the SMTP server — press [OK].

Set <Allow SSL (SMTP Send)> — <Display Auth. Screen When Send> — press [OK].
If you want to send encrypted data, set <Allow SSL (SMTP Send)> to 'On'.
If you want to display the authentication screen when sending, set <Display Auth. Screen When Send> to 'On'.

NOTE

Even if you select [On] for <Allow SSL (SMTP Send)>, the data will not be encrypted if the SMTP host does
not support encryption.

Sending without authenticating:

Press [SMTP Server].
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Enter the IP address or name for the SMTP server — press [OK].
Press [E-Mail Address].
Press [Authent./Encryption] — [Off] for <POP Authentication Before Send>.
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Press [Off] for <SMTP Authentication (SMTP AUTH)>.

Set <Allow SSL (SMTP Send)> — press [OK].
If you want to send encrypted data, set <Allow SSL (SMTP Send)> to 'On'.

Press [OK].
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E-Mail/l-Fax Settings

e Optional equipment isrequired to use the e-mail/l-fax
functionsiif you are using the imageRUNNER
3245/3235/3230/3225. For the equipment needed, see
"Optional Equipment and System Requirements."

1. On the Network Settings screen, press [E-mail/l-Fax].

2. Specify the mail server for receiving e-mail/l-faxes.
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The machine supports both the SMTP and POP3 functions.
The machine can receive |-faximages and communication error notices only.

¢ If you want to receive e-mail/l-faxes using the machine's own SMTP receiving function:

¢ If you want to receive e-mail/l-faxes using a POP server:

If you want to receive e-mail/l-faxes using the machine's own SMTP receiving
function:

O Register the host name of the machine with the DNS server — specify the following.

Press [On] for <SMTP Receipt> — press [Off] for <POP>.

In [E-mail Address], enter the e-mail address your machine will use. You can specifyany user
name (the part of the address located in front of the @ symbol). Enter the host name after the "@"
symbol in the e-mail address.

If you select [SSL] for <Allow SSL (SMTP Receive)>, reception of only data encrypted using SSL is
allowed and communications from the host not using SSL are rejected.

If you select [On] for <Allow SSL (SMTP Receive)>, depending on the request from the host,
reception of data encrypted using SSL is allowed only when there is a request from the host.

O Even if you select [On] for <Allow SSL (SMTP Receive)>, the data will not be encrypted if the SMTP host
does not support encryption.
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D In order to select [SSL] or [On] for <Allow SSL (SMTP Receive)> to allow SSL transmission, it is necessary to
generate a key pairin advance. For instructions on how to generate a key pair, see "Generating a Key Pair
and Server Cettificate."

= Proceed To Next Step

If you want to receive e-mail/l-faxes using a POP server:

O press [On] for <POP> — press [Off] for <SMTP Receipt>.

In [E-mail Address], enter the e-mail address your machine will use.

In [POP Server], enter the IP address or name of the POP server using the keyboard on the touch
panel display.

In [POP Address], enter the login name for access to the POP server.
In [POP Password], enter the password for access to the POP server.

Set [POP Interval] to the interval you want the POP server to check for incoming e-mail. If the interval
is setto '0', the POP server is not checked automatically. For instructions on how to manually check
the POP server, see "Using the Main Unit to Send/Receive."

Select the authentication method supported by the POP server from [Standard], [APOP], or [POP
AUTH] for <POP AUTH Method>.

If you want to send encrypted data, press [On] for <Allow SSL (POP)>.

D If the POP server does not support SSL encryption, data is not encrypted when [On] is selected for <Allow SSL
(POP)>.

D In order to select [On] for <Allow SSL (POP)> to allow SSL transmission, it is necessary to generate a key pair
in advance. For instructions on how to generate a key pair, see "Generating a Key Pair and Server Certificate."

= Proceed To Next Step

3. Specify the mail server for sending e-mail/l-faxes.
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e [fyou are using an SMTP server that requires POP before SMTP (method for authenticating users
who have logged in the POP server before sending e-mail):

e [fyou are using an SMTP server that requires SMTP Authentication (method for authenticating
users who have logged in the SMTP server before sending e-mail):

e Ifyou are using an SMTP server that does not require authentication for sending e-mail:
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If you are using an SMTP server that requires POP before SMTP (method for
authenticating users who have logged in the POP server before sending e-mail):

O in [SMTP Server], enter the IP address or name of the SMTP server using the
keyboard on the touch panel display.

Press [On] for <POP Authentication before Sending> — press [Off] for <SMTP Authentication (SMTP
AUTH)>.

If you are using an SMTP server that requires SMTP Authentication (method for
authenticating users who have logged in the SMTP server before sending e-
mail):

Oin [SMTP Server], enter the IP address or name of the SMTP server using the
keyboard on the touch panel display.

Press [On] for <SMTP Authentication (SMTP AUTH)> — press [Off] for <POP Authentication before
Sending>.

In [User], enter the user name used for logging in to the SMTP server. If you are using a Microsoft
SMTP server, enter the user name in [User] using the following format: user name@domain name.

In [Password], enter the password used for logging in to the SMTP server.
To encrypt data to be sentusing SSL, select [On] for <Allow SSL (SMTP Send)>.

D If the SMTP host does not support encryption, data is not encrypted when [On] is selected for <Allow SSL
(SMTP Send)>.

If you are using an SMTP server that does not require authentication for sending
e-mail:

Oin [SMTP Server], enter the SMTP server IP address or name using the keyboard on
the touch panel display.

Press [Off] both for <SMTP Authentication (SMTP AUTH)> and <POP Authentication before
Sending>.

= Back To Top

file:///G:/lmage%20Runner %20B&W/iR%203230_3225 3245 3235 /e-Manual/contents/print_nw_009g.html 3/3






SMTP setup for Ricoh devices

sl felzw |
:

BRI 5ot jied § o ;e

>> Select User Tools/Counter button

>> Select System Settings





X System Settings

>> Select File Transfer

>> Select SMTP Server





<Pefault: 25>

On |

>> Select SMTP Server Name (mail@domain.com)

>> Select Port No. (25/ 587/ 465)

>> Select SSL as required

>> Select Connection Test, to confirm copier/server connectivity

>> Select SMTP Authentication





o= |
CIETr -

>> Set SMTP Authentication to ON

>> Email username / email address

>> Change password for the new email account
>> Set encryption to Auto

nterface File \ | Administrator
ottings Transfer Tools

POPS / IMAP4 Settings

Administrator's E-mail 4 ropier@ravmoraa

Joiis

| _
| E-mail Com
e

>> Enter the new email address in this field
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N —

Web Image Monitor

Login User Mame : IUSEH

I

Figure 2: Web Image Monitor Login Page

Login Password :

Access to Administrator mode requires a password. Login to enter Administrator mode.
If the login was successful, the word Administrator in the upper right-hand corner. See Figure

3.

@] []] [2] [1] [ Logout
NOTE "}_} & ) & E Administrator
The login process may differ slightly i I—_, - =
depending on the machine in use. 4 English | (EJRepesk (@)

£?—;

_{.'3313?.:

|\'I

':‘@:

Figure 3: Administrator Main Screen

Copyright 2007 — Ricoh Americas Corporation
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4.2 Network Settings via WIM

All of the necessary Network Settings can be configured via Web Image Monitor. This section
covers how to access, and edit, the necessary settings.

1. Login to WIM as an Administrator (see section 4.1 — page 7 for more information).
2. From the left-hand toolbar, select Configuration.
3. Under the Network heading, click IPv4.
4. Enter Domain Name and WINS
server, if applicable. . Fem
5. Enter Default Gateway and DNS BBl iy - |RNPA3OFED
servers. mDEcE : € Enalile © Disable
B Domsin Hame : ' huto Obtain (DHCP)
= Specify
Ius.ricoh.ds
B IPvd Address * |172.16.121.47 (172.16.121 473
B Sthnet Mask * :|256.255.265.0 (2552552550
m DDNS  © Enable © Disable
A\ B WINS & Engble © Disable
B Primary WINS Server®  :[0.0.0.0 {0.000)
B Secondary WINS Server* : [0.0.0.0 (0.00.0)
W Scope [D* : I &}
Details
B Defiult Gateway hddvess * : [172.16.121.251 (172 16,121 2513
B DNS Server € it Obtain (DHCE) © Specify
Lt Obtain (DHCE)
DM Serverl (DHCP) 0000
DS Server( HCF) 0000
DNS Serverd (17216451 The parareter sett
Specifyr
DINS Serverl ; i'l 7216451 The parameter sett:
DNS Server2 17216351
DINS Server +{0.0.0.0
H LFE © @ Enghle O Dissble
B RSH/ECE © @ Enghle © Dissble
® DIFRINT © @ Enghle © Dissble
H FTF © @ Enghle © Dissble
H sfip © @ Engble © Disable
m IFP © @ Engble © Disable
B IPP Tiraecut 00 seconds
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4.3 SMTP Authentication via WIM

After entering Administrator mode via the steps outlined in section 4.1 (page 7), the necessary
SMTP Authentication settings can be entered from the E-mail settings page. Follow the steps below

to access and configure the SMTP settings.

1. On the left hand toolbar, click
Configuration.

2. Under the Device Settings heading, select
E-mail to access the e-mail settings.

NOTE
The navigation may vary slightly, based
on the version of WIM in use.

E-mail (©)rRefiesh ()

| OK | Cancel |

ot B o SgE pellifiiaton

B Advinistrator E-roil Address  |Aficio_MP4500@tsc.com

SMTP
B SMTP Server Harne :{172.16.19.2
m SMTF Port Ho. :|25

B SMTE Luthentication AT O O

B SMTE Auth. E-mail Address

B SWTE &uth, User Hare

B SMTP Auth, Password . Change |

:IAutn Select 'l

B SMTE Auth. Encryption

Web Image Monitor

Home Configuration
Diocurment Server
— Device Settings

Prnter: Prant Joba

W System
ek M Paper
Aiddress Book B Date/Time

W Ti
Configuration .

B Logs

B E-rmal

Mt St APy, g B s

3. On the E-mail settings screen, enter
the Administrator’s E-mail address.

NOTE: Be sure and use a valid e-mail

address. Never use admin ot administrator as

the e-mail address.

4. Under the SMTP heading, enter the
SMTP IP address or name.

NOTES:

e If DNS is not working propetly,
using the server name may cause e-
mail delivery failure.

e Use the PING command to find
the server’s IP address (e.g. ping
ricoh.com to find its IP address).

5. If required, enable SMTP

Authentication by selecting On in the

SMTP Authentication field.

6. Enter the SMTP Port number. The entry range is 1 to 65535 (default is 25).
7. 1If enabling SMTP Authentication, enter the necessary information (E-mail address,
password — up to 63 alphanumeric characters, and User Name — up to 191 alphanumeric

characters).

8. Click OK to save the settings and return to the MFP Configuration page (Some versions of

WIM may have an Apply button).

Copyright 2007 — Ricoh Americas Corporation
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SMTP setup for Samsung (cosmos) devices

D: admin)

SmarThru Lite

==

>> Select Machine Setup
>> If prompted to login enter: admin / $amsungl

>> Select Network Settings (arrow down, screen two)





>> Select SMTP (arrow down, screen two)

>> Select Outgoing SMTP Server





SMTP Server Password

Maximum Message Size :

Server Connection

. Timeout
| atprelay.raymorgan.com I

>> Enter SMTP server / port / user login or email address
>> Arrow down to screen two for SSL settings

>> Select SMTP Authentication (if required)






SMTP setup for Samsunqg (Polaris) devices

>> Load the IP address for copier
>> Select the Login button

[ syncThru Web Service x 4
€ = C 1022 144/5ws/index swy - Cmm— w8 =
Apps D Mach MFG - Psswrds @ Mail Lookup (info) (] Canon (T RME [ Ricoh (O Samsung (] Google Support (] Software MFG Sites [ ] Device MRk Sites  (C ] Tools »
Job Status | Direct Print | Eco OFF | Site Map | Ww GEninsh x
SAMSUNG CLX-9301

SyncThru™

Web Service s § Information

Device Information

Model Name CL¥-9301
Status i Warning Host Name SECOD1599C734ER
Serial Number ZBCZE1ACE00004M
2 Alert(s) Occurred
Alert 2 Alert{s) Occurred Hed Bildvese o)
= 1Pv6 Address Mat Configured
—— ] MAC Address 00:15:99:c7:34:eh
—  — Location Roseville Lab
—— Administrator Mame Mot configured

E-rnail Mat Configured

Phone Mot Configured
Customer Support Phone Mot Configured
Supplies Information
Toner Cartridge Imaging Unit
Cartridge | Remaining Status Unit | Remaining ‘ Status
oac | Ready vack N - Reacy
cvan [ - - Reaty cvan [ - - Ready
Magenta | - - Ready Magenta | - - Ready
75% Ready vellc i 93% Ready
Input Trays Dutput Trays
Tray Paper Type Paper Size Status Tray Caparity Status
Trayl Plain Letter LEF 10% Finishing Ein 1000 sheet(s) Ready =

Copyright (C) 1995 Samsung Electronics, All rights reserved. w






>> Enter admin in the ID field
>> Enter $amsung1l for the password

ayncThru

eb Service™

e ——
Password |






>> Select Settings
>> Select Machine Settings

SyncThru™

Web Service

SAMSUNG CLX-9301

Fal Information

i admin | JobStatus | DirectPrint | Eco OFF | SiteMap | Logout(02:59)

®engish

Device Information
Model Name CLX-9301
Status i Warning Host Name SECO01S99CT34ER
Serial Number 28CZB1ACS00004N
2 Alert(s) Occurred 10.2.2.144
Alert 2 alert(s) Occurred Pvd Address 14
IPv6 Address Not Configured
=] MAC Address 00:15:99:c7:34:eb
o= Location Roseville Lab
L Administrator Name Not configured
E-mail Not Configured
Phone Not Confiqured
Customer Support Phone ot Configured
Supplies Information
Toner Cartridge Imaging Unit
Cartridge ‘ Remaining Status Unit ‘ Remaining | Status |
slack [ Ready slack [ - - Ready
cvan [ - Ready cvan [ - Ready
magenta | - Ready magenta | - Ready
: 5% Ready ' N 93 Ready
Input Trays Output Trays
Tray ‘ Paper Type ‘ Paper Size Status | Tray | Capacity | Status
Trayl Plain Letter LEF 10% Finishing Bin 1000 sheet(s) Ready =
< | l »






>> Select Scan to Email
>> Enter the Default (From) Address:
>> Deselect the check box for Edit (From:) Address (off)

&g admin | Job Status | Direct Print | EcoOFF | Site Map | Logout(03:00) UEﬂJﬁsh v

SynCTh u - SAMSUNG CLX-9301

Web Service .} Information Address Book Settings Security aintenance
Settings Scan to Email
¥ Machine Settings
P System
P Printer
General
Copy
P Fax
Scan to E-mail: [¥ Enable

¥ Scan

Change Default Default [From:] Address: h
— 9 Scan to Email Default Subject: Scan from a Samsung MFP

Scan o Senver Please open the attached document. It was scanned and
Scan Security sent to you using a Samsung MFP

Email Notification
Default Message:

Use default message on Scan To E-mail

Advanced

Edit [From:] Address: @ Allow user to change [From:] Address h

Replace[from:] Address: [T] Replace default [From:] address with E-mail address of the authenticated user

if possible
Auto Send to Self: [F] Automatically add the senders [From:] address to the recipient list
Print Confirmation Sheet: On Errors Only v






>> Select Settings
>> Select Network Settings

i admin | JobStatus | DirectPrint | EcoOFF | SteMap | Logout(02:59) | @Engish h

SAMSUNG CLX-9301

SyncThru™

Web Service . Information Settings aintenance

Device Information
Model Name CLX-9301
Status i Warning Host Name SECO01S99CT34ER
Serial Number 28CZB1ACS00004N
2 Alert(s) Occurred 10.2.2.144
Alert 2 alert(s) Occurred Pvd Address 14
e IPv6 Address ot Configured
=] MAC Address 00:15:99:c7:34:eb
o= Location Roseville Lab
N Administrator Name Not configured
E-mail Not Configured
Phone Not Confiqured
Customer Support Phone ot Configured
Supplies Information
Toner Cartridge Imaging Unit
Cartridge ‘ Remaining Status Unit ‘ Remaining | Status |
slock | - Ready slock | - - Ready
cvan [ - Ready cvan [ - Ready
magenta | - Ready magenta | - Ready
vellow 5% Ready velow [ <> Ready
Input Trays Output Trays
Tray ‘ Paper Type ‘ Paper Size Status | Tray | Capacity | Status
Trayl Plain Letter LEF 10% Finishing Bin 1000 sheet(s) Ready =
< | l »






>> Select Outgoing Mail Server (SMTP)
>> Enter SMTP server, Port Number

>> Enter SMTP login information, Login ID and Password
>> Scroll down for additional settings

SyncThru™

Web Service

¥ Network Settings
General
TCP/IPv4
TCP/IPvE
Raw TCPJIP, LPRJLPD, IPP
ThinPrint®
Telnet
WsD
SLP
UPnP
mDNS
CIFS (Shared Folder)
Y SNMP
SNIMPY1jv2
SNMPv3
9 Outgoing Mail Server (SMTP)
HTTP

Proxy

SAMSUNG CLX-9301

4 Information

Qutgoing Mail Server (SMTP)

y

Simple Mail Transfer Protocol
(SMTP)

SMITP Server:

Port Number: ¢

SMTP Login Information

SMTP Requires Authentication:

Login ID:
Password:

Confirm Password:

POP3 Authentication

SMTP Requires POP3 Before SMTP

Authentication:

POP3 Server:
Port Number:
Login ID:
Password:

Confirm Password:

Address Book

i@ admin | JobStatus | DirectPrint | EcoOFF | SiteMap | Logout (02:59) QEnﬁsh v |

Settings

smtprelay.raymorgan.com

25

Enable

rmchelpdesk

[F] Change Password

[F] Enable

Change Pas

Security Maintenance

(1~65535)

(1~65535)






>> Select Advanced, select SSL (on/off)
>> Enter the Default (From) Address:
>> Select Test (check setup)

>> Select Apply

SyncThru™

Web Service

¥ Network Settings
General
TCP{IPv4
TCP{IPvE
Raw TCP/IP, LPR{LPD, IPP
ThinPrint®
Telnet

WsD

mDNS
CIFS (Shared Folder)
SNMP
SNMPv1jv2
SNMPY3
Outgoing Mail Server (SMTP)
HTTP

Proxy

&g admin | JobStatus | DirectPrint | Eco OFF | SiteMap | Logout (03:00) & Engi -

SAMSUNG CLX-9301

. § Information Address Book Settings Security Maintenance

Outgoing Mail Server (SMTP)

Apply Undo

[E] Change Password

POP3 Authentication

SMTP Requires POP3 Before SMTP

Authentication: [E] Enable

POP3 Server:

Port Number: 1 {1~65535)
Login 1D:

Password:

Confirm Password:

Advanced

Secure E-mail connection with SSL/TLS: [ Enable
SMTP Server Connection Timeout: 30 (30~120)second(s)

Maximum Message Size: 20 (1~50) MB

Large E-mail will be sent as multiple E-mail messages, divided at page
breaks

Default [From:] Address: ﬁ demo@raymorgan.com

SMTP Configuration Test

e






